KiSiSEL VERILERIN iSLENMESi VE KORUNMASI POLITIKASI (KVKK & GDPR)
1. AMAG VE KAPSAM

Esentepe Mah. Talatpasa Cad. No:5/1, Levent, Sisli istanbul adresinde faaliyet

gosteren ON OFF CONCEPT REKLAMCILIK VE TANITIM HiZ.SAN.LTD.$Ti (asagida kisaca
"Sirket" veya "Veri Sorumlusu" olarak anilacaktir) olarak, 6698 Sayil Kisisel Verilerin
Korunmasi Kanunu (KVKK) ve Avrupa Birligi Genel Veri Koruma Tuzugu (GDPR)
hikUmlerine tam uyum saglamayi taahhUt ederiz. Bu politika, ajans faaliyetlerimiz
sirasinda temas ettigimiz tum gergek kisilere ait verilerin korunmasi ve seffafligin
saglanmasl amaciyla hazirlanmustir.

2. TANIMLAR

e Kisisel Veri: Kimligi belirli veya belirlenebilir gercek kisiye iliskin her tarll bilgi (Ad,
soyad, telefon, IP adresi vb.).

e Veriisleme: Verilerin elde edilmesi, kaydedilmesi, depolanmasi veya aktariimasi
gibi her turlu islem.

e Veri Sahibi: Kisisel verisi islenen gercek kisi (MUsteri, ziyaretci, calisan adayi).

3. KiSISEL VERILERIN iSLENME iLKELERI
Sirketimiz, kisisel verileri islerken asagidaki ilkelere uyar:

e Hukuka ve durUstluk kurallarina uygun olma.

e Dogru ve gerektiginde guncel olma.

e Belirli, acik ve mesru amaglar icin islenme.

e islendikleri amagla baglantili, sinirli ve dl¢ctla olma.

e Mevzuatta 6ngorulen veya amag icin gerekli olan sure kadar muhafaza edilme.

4. VERI iISLEME VE AKTARIM SARTLARI

Kisisel verileriniz, agik rizaniz olmaksizin islenemez. Ancak asagidaki durumlarda agik riza
aranmaksizin isleme yapilabilir:

e Kanunlarda acgik¢ca ongorulmesi.

Bir sozlesmenin kurulmasi veya ifasli icin zorunlu olmasi.

Veri sorumlusunun hukuki yakumIlulugunu yerine getirmesi.

Bir hakkin tesisi veya korunmasi icin zorunlu olmasi.

Ozel Nitelikli Veriler: Saglik, cinsel hayat veya biyometrik veriler gibi hassas veriler,
KVKK Madde 6 uyarinca yeterli 6nlemler alinarak ve yalnizca yasal gereklilikler
dahilinde islenir.

5. VERI GUVENLIGi iCiN ALINAN TEDBIRLER

Sirketimiz, verilerin hukuka aykiri erisimini 6nlemek amaciyla gerekli teknik ve idari
tedbirleri almaktadir:

e idari: Personel egitimi, veri gizliligi sdzlesmeleri ve periyodik denetimler.
¢ Teknik: Ic kontroller, sizmna engelleme sistemleri ve glvenli veri kayit matrisleri.

6. VERI SAHIBiINiN HAKLARI (KVKK Madde 11 & GDPR)

Veri sahipleri Sirketimize basvurarak su haklarini kullanabilirler:



e Verilerinin islenip islenmedigini 6grenme.

e Eksik veya yanlis verilerin duzeltilmesini isteme.

e Verilerin silinmesini (Unutulma Hakki) talep etme.

o Veritasinabilirligi hakkini kullanma (GDPR Madde 20).
e Islemeye itiraz etme.

Veri Sahibi Basvurulari icin iletisim Bilgileri:

e Adres: Esentepe Mah. Talatpasa Cad. No:5/1, Levent, Sisli istanbul
e E-posta: ahmet@onoffconcept.com

e Telefon: +90 537 355 69 88

e Vergi Dairesi / No: Zincirlikuyu - 6420857601

PERSONAL DATA PROTECTION AND PROCESSING POLICY (KVKK & GDPR)
1. PURPOSE AND SCOPE

ON OFF CONCEPT REKLAMCILIK VE TANITIM HiZ.SAN.LTD.STi, operating at the

address Esentepe Mah. Talatpasa Cad. No:5/1, Levent, Sisli istanbul (hereinafter referred
to as the "Company" or "Data Controller"), is committed to full compliance with the Law
No. 6698 on the Protection of Personal Data (KVKK) and the European Union General Data
Protection Regulation (GDPR). This policy has been prepared to ensure transparency and
the protection of personal data of all natural persons we interact with during our agency
activities.

2. DEFINITIONS

e Personal Data: Any information relating to an identified or identifiable natural
person (Name, surname, phone number, IP address, etc.).

e Data Processing: Any operation performed on data, such as collection, recording,
storage, or transfer.

¢ Data Subject: The natural person whose personal data is processed (Customer,
visitor, job applicant).

3. PRINCIPLES OF PROCESSING PERSONAL DATA
Our Company complies with the following principles when processing personal data:

e Compliance with the law and honesty rules.

e Being accurate and updated when necessary.

e Processing for specific, clear, and legitimate purposes.

e Being relevant, limited, and proportionate to the purpose of processing.

e Retention for the period stipulated in the legislation or required for the purpose.

4. CONDITIONS FOR DATA PROCESSING AND TRANSFER

Your personal data cannot be processed without your explicit consent. However,
processing may occur without explicit consent in the following cases:

e Clearly stipulated in the laws.
e Necessary for the establishment or performance of a contract.
e Fulfillment of the legal obligation of the data controller.



e Necessary for the establishment or protection of a right.

e Special Categories of Data: Sensitive data, such as health or biometric data, are
processed only within legal requirements and by taking adequate measures in
accordance with KVKK Article 6.

5. MEASURES TAKEN FOR DATA SECURITY

Our Company takes necessary technical and administrative measures to prevent unlawful
access to data:

¢ Administrative: Personnel training, data confidentiality agreements, and periodic
audits.

¢ Technical: Internal controls, intrusion prevention systems, and secure data
recording matrices.

6. RIGHTS OF THE DATA SUBJECT (KVKK Article 11 & GDPR)
Data subjects may apply to our Company to exercise the following rights:

e Tolearn whether their data is being processed.

e To request correction of incomplete or incorrect data.

e Torequest the erasure of data (Right to be Forgotten).

e To exercise the right to data portability (GDPR Article 20).
e To object to the processing of their data.

Contact Details for Data Subject Inquiries:

e Address: Esentepe Mah. Talatpasa Cad. No:5/1, Levent, Sisli istanbul - TURKIYE
e Email: ahmet@onoffconcept.com

e Phone: +90 537 355 69 88

e Tax Office / No: Zincirlikuyu - 6420857601
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